Contas de usuário

# Contas de usuário

Todos os usuários da Archer devem ter uma conta para fazer log-on no sistema. Ao adicionar um usuário, considere o seguinte:

* O usuário será notificado sobre as informações de senha?
* O usuário será forçado a alterar a senha no próximo log-in?
* O usuário fala um idioma diferente do idioma padrão?
* O usuário requer um [parâmetro de segurança](ac_secparms_basics.htm) específico?
* Em quais [grupos](ac_grps_basics.htm) o usuário deve estar inscrito e quais [funções de acesso](ac_accroles_basics.htm) devem ser atribuídas à conta do usuário?

Certifique-se de que os usuários estejam aprovados para fazer log-in no sistema antes de criar uma conta para eles. Mesmo quando os usuários estão aprovados, atribua apenas o conjunto mínimo de permissões de acesso que permita aos usuários realizar o trabalho.

Para obter instruções sobre como criar uma nova conta de usuário, consulte [Adicionando Contas do Usuário](ac_usrs_adding.htm).

Para obter instruções sobre como atribuir funções de acesso a uma conta, consulte [Atribuindo Funções de Acesso aos Usuários](ac_accroles_assigning.htm).
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## Contas de administrador do sistema e serviços padrão

O processo de instalação do Archer cria automaticamente uma conta de administrador do sistema (sysadmin) e uma série de contas de serviços padrão. Essas contas estão configuradas no Painel de controle do Archer (ACP). Você não pode excluir nem renomear essas contas, mas pode desativar a conta de administrador do sistema. Os usuários não podem entrar no Archer com uma conta de serviços padrão. Os campos de registro de histórico exibem alterações de campo feitas por usuários do serviço de feed de dados. Associar uma conta de serviço de feed de dados exclusiva a cada feed esclarece qual feed de dados aplicou a atualização.

Uma conta de usuário com privilégios de administrador do sistema não igual à conta de administrador do sistema. Ela não pode, por exemplo, ver a conta de administrador do sistema nem alterar sua senha. Somente alguém que tem acesso à conta de administrador do sistema pode gerenciá-la. Consulte [Entendendo as senhas das contas de administrador do sistema e de serviços padrão](ac_accounts_sysadmin_default_services.htm) para obter mais informações.

### Conta de serviço do feed de dados

Uma conta de serviço de feed de dados é uma conta que o sistema usa especificamente para executar um feed de dados. O usuário da conta de serviço também cria e atualiza conteúdo em um feed de dados. Ao configurar um feed de dados, os usuários podem escolher uma conta de serviço existente ou criar uma nova conta de serviço. Os usuários podem usar a mesma conta de serviço para executar cada feed de dados, mas para fins de solução de problemas, configure contas de serviço diferentes para cada feed de dados. Os usuários não podem entrar no Archer com uma conta de serviço de feed de dados. Os campos de registro de histórico exibem alterações de campo feitas por usuários do serviço de feed de dados. Associar uma conta de serviço de feed de dados exclusiva a cada feed esclarece qual feed de dados aplicou a atualização.

## Nova conta de usuário com privilégios de administrador do sistema

É recomendável que você crie uma nova conta de usuário, com acesso completo ao sistema, e atribua a ela a função de acesso de Administrador do sistema. Essa função de acesso confere à conta todos os direitos dentro do Archer.

## Senhas da conta do usuário

Todas as novas contas de usuário são criadas com uma senha exclusiva atribuída manualmente por um administrador ou gerada aleatoriamente por Archer.

É altamente recomendável que você habilite a opção Forçar alteração de senha no próximo sign-in no Archer para todas as novas contas de usuário. Configurar esta opção exige que os usuários alterem suas senhas na próxima vez que fizerem log-on em Archer.

O Archer impõe políticas de força da senha, log-on e timeout de sessão definidas nos parâmetros de segurança.

Esses parâmetros de segurança são impostos pelo Archer em todas as contas de usuário, exceto nas contas **sysadmin** e de serviço. É altamente recomendável que você instrua seus administradores de acordo com sua política corporativa de TI e práticas recomendadas de segurança para gerar e gerenciar senhas de todas as contas.

A tabela a seguir mostra as configurações de senha do parâmetro de segurança padrão. É recomendável que você trate essas configurações como o requisito mínimo para impor senhas fortes e sessões seguras no Archer.

| Parâmetro | Configuração |
| --- | --- |
| Comprimento mínimo de senha | 9 caracteres |
| Caracteres alfabéticos obrigatórios | 2 caracteres |
| Caracteres numéricos obrigatórios | 1 caractere |
| Caracteres especiais obrigatórios | 1 caractere |
| Caracteres maiúsculos obrigatórios | 1 caractere |
| Caracteres minúsculos obrigatórios | 1 caractere |
| Intervalo de alteração da senha | 90 dias |
| Senhas anteriores não permitidas | 20 senhas |
| Tolerância de log-ons | 0 log-on |
| Número máximo de tentativas de log-on com falha | 3 tentativas |
| Timeout de sessão | 10 minutos (conta sysadmin)  30 minutos (conta de serviço) |
| Período de bloqueio da conta | 999 dias |

## Redefinição de senha

Se você habilitar o recurso de redefinição de senha no Painel de controle do Archer, os usuários poderão clicar em um link na página de log-in para redefinir suas senhas. Depois de clicar no link, o usuário é instruído a fornecer seu nome de usuário e seu endereço de e-mail. Se a conta de usuário for válida e não estiver bloqueada, o usuário receberá um e-mail de redefinição de senha gerado pelo sistema. Os usuários não podem redefinir senhas para contas bloqueadas e devem entrar em contato com um administrador do Archer para obter assistência.